**Statement of Compliance**

1. **Product (type, batch):**
2. **Name and address of each manufacturer of the product:**
3. **This statement of compliance is prepared by *[or on behalf]* of [manufacturer];**
4. **In the opinion of [manufacturer], this product has complied with the applicable security requirements in Schedule 1 with details as below:**

|  |  |  |
| --- | --- | --- |
| **Reference and Status** | **Support** | **Detail** |
| Ban default passwords. | Yes | The device does not have a default password, and users decide their account and password when they register for an account while using the software. |
| Require products to have a vulnerability disclosure policy | Yes | There is a vulnerability feedback Email address as well as Technical Helpline for advice showed on the user manual & website of the manufacturer. |
| Require transparency about the length of time for which the product will receive important security updates | Yes | There is minimum length of time for software updates;  Firmware updates will be alerted through the APP, and software updates can be updated in the APP Store or Google Play. |

1. **the defined support period [x years / permanently] for the product that was correct when [manufacturer] first supplied the product [model name].**

**Signature for and on behalf of:**

**Name:James**

**Function of the signatory:Certification Engineer**

**Date:2024.12.10**

**Place:Cixi Fuyun Electric Appliance Co., Ltd.**

**Note:**

1. **The manufacturer and importer should retain this copy for whichever is the longer of:**

**(a) Period of 10 years beginning with the date on which the statement of compliance was issued, and**

**(b) The defined support period for the product set out in the statement of compliance.**